
Checklists for Software Classification Determination
PART A:  Checklist for Nuclear Safety-Impacting Software

Software Title(s):__________________________________________________________________________________

Software Owner:____________________________   Project/Program Information Officer______________________
Check as applies:
1. _____New Software      _____Existing Software
2. _____Off-the-Shelf        _____Spreadsheet/Database Report   
    _____Custom, Vendor   _____Custom, In‑house   _____Process Control

This checklist determines if the software being assessed impacts nuclear safety, using these definitions:
Nuclear Safety:  Prevention of radiological harm to workers, the public, or the environment from nuclear activities.
Nuclear Activities:  Activities with the potential to cause radiological harm from ionizing radiation.
	NUCLEAR SAFETY‑IMPACTING SOFTWARE CHECKLIST

	NO.
	QUESTION
	YES
	NO

	1
	Does the software ONLY support objectives in one or more of the following functional areas?
Technology Programs (TP)	Financial Management (FM)
Project Control (PC)	Public Involvement (PI)
Human Resources (HR)	Property Management (PM)
	
	

	IF THE ANSWER TO QUESTION 1 IS "YES," THE SOFTWARE IS NOT NUCLEAR SAFETY-IMPACTING.  DO NOT COMPLETE THE REMAINDER OF PART A.  CONTINUE WITH PART B OF THIS FORM.
IF THE ANSWER TO QUESTION 1 IS "NO," CONTINUE WITH PART A.

	2
	Does this software produce data used to determine personnel access to radiological areas?
	
	

	3
	Is the software used to detect or measure radioactivity, or does it support the management and control of radiological areas including posting?
	
	

	4
	Does this software perform tracking or accountability for Enriched Restricted Material (ERM)?
	
	

	5
	Is this software used to determine ERM physical storage dimensions/arrays?
	
	

	6
	Does this software determine or monitor personnel, facility, or environmental radiation exposure or contamination (e.g., release, radiation work limits, dose rates)?
	
	

	7
	Is this software used to measure or test facility, component, equipment, or container conformance for nuclear material to an established requirement (e.g., performance grading, quality level, or specification)?
	
	

	8
	Does this software determine or implement emergency actions related to nuclear safety?
	
	

	9
	Is this software necessary to develop a safety basis requirement (SBR) or technical safety requirement (TSR)?
	
	

	10
	Does this software determine or control operational limits, settings, status, or equipment configurations (e.g., flows, temperatures, positions, process logic controls, human machine interfaces, operational parameters) established or described in safety basis documentation (SBD)?
	
	

	IF THE ANSWER TO ANY OF QUESTIONS 2 THROUGH 10 IS "YES," CHECK THE "YES" BOX BELOW.  THE SOFTWARE IS NUCLEAR SAFETY-IMPACTING.  DO NOT COMPLETE PART B OF THIS FORM.  CONTINUE WITH PART C OF THIS FORM.
IF THE ANSWER TO ALL OF QUESTIONS 2 THROUGH 10 IS "NO," CHECK THE "NO" BOX BELOW.  THE SOFTWARE IS NOT NUCLEAR SAFETY-IMPACTING.  CONTINUE WITH PART B OF THIS FORM.



RESULT:  IS THE SOFTWARE NUCLEAR SAFETY-IMPACTING?	  YES	  NO
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Checklists for Software Classification Determination
PART B:  Checklist for Mission/Business-Essential Software

This checklist determines if the software is Mission/Business-essential, Select, or Other Managed software, using these definitions:
Mission-Essential:  Supports an activity/process that is necessary for successful achievement of the site’s mission.
Business-Essential:  Supports a core business activity or process.
Select:  Not Nuclear Safety-Impacting or Mission/Business-Essential but still requires control.
Other Managed: Software used for display of informational data only.

	MISSION/BUSINESS‑ESSENTIAL, SELECT, OTHER MANAGED SOFTWARE CHECKLIST

	NO.
	QUESTION
	YES
	NO

	1
	Is this software used for the display of informational data only?
	
	

	IF THE ANSWER TO QUESTION 1 IS "YES," THE SOFTWARE IS OTHER MANAGED.  DO NOT COMPLETE THE REMAINDER OF PART B.  CONTINUE WITH PART C OF THIS FORM.
IF THE ANSWER TO QUESTION 1 IS "NO," CONTINUE WITH PART B.

	2
	Is this software used to engineer, analyze, or calculate facility equipment designs, and/or configurations?
	
	

	3
	Will the loss of irreplaceable or difficult‑to‑construct data (e.g., tests, samples, etc.) cause an unacceptable break in the continuity of operation for the user or owner organization?
	
	

	4
	Is this software used to determine or select remedial actions for environmental cleanup of contaminated sites or facilities?
	
	

	5
	Is this software used to evaluate present or future hazards from an implemented or proposed remedial action?
	
	

	6
	Is this software used to protect facilities from inside or outside threats (e.g., facility security, fire protection)?
	
	

	7
	Will a software-processing error or failure require more than $100K to resolve?
	
	

	8
	Does this software determine or implement emergency actions other than nuclear‑related?
	
	

	9
	Would a processing error or failure of the software have a legal impact or external milestone impact?
	
	

	10
	Will this software take more than 8 man-months of effort to develop, or cost more than $50K to procure or change?
	
	

	11
	Is this software required to comply with state and federal regulations?
	
	

	12
	Does the system/application process sensitive information?
	
	

	13
	Is this software used to track procurement or contractual actions, including credit card purchases?
	
	

	14
	Is this software used to provide budgets and budget components necessary to make sound business decisions?
	
	

	15
	Is this software used to perform employee‑related duties such as payroll or benefits?
	
	

	16
	Is this software used to track government‑furnished property?
	
	

	17
	Is this software integral to the financial management of the project?
	
	

	IF THE ANSWER TO ANY OF QUESTIONS 2 THROUGH 17 IS "YES," CHECK THE "YES" BOX BELOW.  THE SOFTWARE IS MISSION/BUSINESS‑ESSENTIAL.  CONTINUE WITH PART C OF THIS FORM.
IF THE ANSWER TO ALL OF QUESTIONS 2 THROUGH 17 IS "NO" CHECK THE "NO" BOX BELOW.  THE SOFTWARE IS SELECT SOFTWARE.  CONTINUE WITH PART C OF THIS FORM.



RESULT:  IS THE SOFTWARE MISSION/BUSINESS‑ESSENTIAL?	  YES	  NO
IF NO, SOFTWARE IS SELECT SOFTWARE
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Checklists for Software Classification Determination
PART C:  Complete for All Software

	1. Name of the vendor who provided the existing software or who will provide the new software (if applicable).




	2. If new, is this software an upgrade to an application currently used at the EMCBC?  If so, name the application.




	3. Describe the purpose of the software.




	4. Describe the technical requirements of the software.  For example, is it standalone or LAN‑based?  Are current network communications adequate?  If new, what is the impact on other software and systems?  If new, what are the hardware requirements (memory, printers, monitors, etc.)?  Not required for subcontractor.




	5. What organizations use or will be affected by this software?




	6. List the names of the key users or subject matter experts. Individual names not required for subcontractor.




	7. Who supports, or will support, this software (for example, installation, testing, maintenance, license updates, upgrades, user support)?  Information Management?  Software Owner?  Vendor?  If more than one, explain the division of the responsibilities.




	8. Identify those who are authorized to approve and accept the software before initial implementation and before changes are implemented. Individual names not required for subcontractor.




	Project/Program Software Owner (print/sign):


	Date:

	Project/Program Information Officer (print/sign):


	Date:

	Manager, Information Management (print/sign):


	Date:
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